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2. [EREEZSPCHEE
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3. BEmidiE

ERIBH TSRS, MRTEMNIERSERTE, TEMN@RUES,
Welcome to the TippingPoint Technologies Initial Setup wizard.

BT EEEEEFAER L RILCDARSRIHITHIIALIRIE,

Press any key to begin the Initial Setup Wizard or use the LCD panel.

You will be presented with some questions along with default values

in brackets[]. Please update any empty fields or modify them to match

your requirements. You may press the ENTER key to keep the current

default value. After each group of entries, you will have a chance to

confirm your settings, so don't worry if you make a mistake.

4. EFFIREERE FHLEBRAFNED,
There are three security levels for specifying user names and passwords:
Level 0: User names and passwords are unrestricted.
Level 1: Names must be at least 6 characters long; passwords at least 8.
Level 2: In addition to level 1 restrictions, passwords must contain:
- at least 2 alpha characters
- at least 1 numeric character
- at least 1 non-alphanumeric character
Please specify a security level to be used for initial super-user name
and password creation. As super-user, you can modify the security level
later on via Command Line Interface (CLI) or Local Security Manager (LSM).
IS EFEIREE, BEIRE—LE=%, 0,1,2, BEMRIEN, BEBNEREEEREENS.
Security level [2]: 0
Please enter a user name that we will use to create your super-user
account. Spaces are not allowed.
Name: unityone
IREEFRIKS, HIKSHBHRAFSuper User, EEREIIR. EEEB2FIKS, OperatorflAd
ministrator,
Do you wish to accept [unityone] <Y,[N]>:y
Please enter your super-user account password:
IAREWSHIZET
Verify password:
Saving information ...Done
Your super-user account has been created.
You may continue initial configuration by logging into your device.
After logging in, you will be asked for additional information.
The login prompt should appear in approximately 90 seconds.
Login: unityone
IEFRBRRKSERR SR

Password:

5. BREEEIPFRHLEY.
Entering Setup wizard...
The host management port is used to configure and monitor this device via


https://zhiliao.h3c.com/User/other/0

a network connection (e.g., a web browser).
Enter Management IP Address [0.0.0.0]: 192.168.10.159
IR EIRFAIETRIPbiE
Enter Network Mask [255.255.255.0]:
IR EETR PRI TS, AR EFR AR BN BRI,
Enter Host Name [myhostname]: TippingPoint
IRREREHIBR
Enter Host Location [room/rack]: room
Host IP: 192.168.10.159
Network Mask: 255.255.255.0
Host Name: TippingPoint
Host Location: room
Enter [AJccept, [C]hange, or [E]xit without saving [C]: A
AR E
The default gateway is a router that enables this device to communicate with
other devices on the management network outside of the local subnet.
Do you require a default gateway? <Y,[N]>:Y
IREEEREETEREONMNX.,
Enter Gateway IP Address (a value of 0.0.0.0 removes
the default gateway) [0.0.0.0]: 192.168.10.254
[ EETEREORIMK
Gateway Address: 192.168.10.254
Enter [AJccept, [C]hange, or [E]xit without saving [C]: A
Wiz PN A=
Timekeeping options allow you to set the time zone, enable or disable
daylight saving time, and configure or disable SNTP.
Would you like to modify timekeeping options? <Y,[N]>:Y
IR BRI XEXEE
Enter time zone or '?' for complete list [GMT]:
INZERTX
Automatically adjust clock for daylight saving changes? [Yes]: N
IREBNEES SR
Do you want to enable the SNTP client? [No]:
/2B EFASNTPEISATE
Enter date <YYYY-MM-DD> [2006-08-29]:
sa={=L
Enter time <HH:MM:SS> in 24 hour notation [07:39:50]: 13:39:40
i sa=:h|ll
TimeZone: GMT
DST enabled: Yes
SNTP enabled: No
Date: 2006-08-29
Time: 13:39:40
Enter [AJccept, [C]hange, or [E]xit without saving [C]: a
IHAECE
Server options allow you to enable or disable each of the following servers:
SSH, Telnet, HTTPS, HTTP, and SNMP.
IR EIRE LIRS ETRAIIRSS.
Would you like to modify the server options? <Y,[N]>:y
R BTEE MRS RREL,
Enable the SSH server? [Yes]: y
IRBIEFASSHIRS
Enable the Telnet server? [No]: y
/2 EEFTelnetizsS
Enable the HTTPS server (‘No' disables SMS access)? [Yes]:
/EBEFAHTTPSIRS, ISIREEEEITSMS (Security Management System) SEEErhETH, MLty
TRRSS RS,
Enable the HTTP server? [No]:
/R ERHTTPIRS
HTTPSFIHTTPABEREIER, REBNE, NMREEXX MRS FEEENENRE.
Enable the SNMP agent ('No' disables SMS and NMS access)? [Yes]:
/I2BBASNMP Agent.
SSH: Yes
Telnet: Yes



HTTPS: Yes

HTTP: No

SNMP: Yes
Enter [AJccept, [Clhange, or [E]xit without saving [C]: a
I HARCE
A Network Management System (NMS) such as HP OpenView(TM) can be used to
monitor and receive traps from your TippingPoint device.
Would you like to configure a Network Management System? <Y,[N]>:n
IREREMERS (SNMP V2)
You have the option to restrict access to your device by TippingPoint
Security Management Systems (SMSs) such that only an SMS at a specified
IP address can manage the device.
Would you like to restrict SMS access? <Y,[N]>:y
/BT SMSEFETE
Enter Security Management System IP Address []: 192.168.10.252
INZESMSR S|Ptk

SMS IP address: 192.168.10.252

Enter [AJccept, [C]hange, or [E]xit without saving [C]: a
I FARCE
Based on your configuration of the CLI and Web servers, you can configure
or monitor this device via the management port or the serial port.
If you wish to run this wizard again, use the 'setup’' command.
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