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The remote host allows SNMP read-only access to either h3c-user.mib or
hh3c-user.mib. These MIBs contain information such as usernames,

passwords, and user privileges. A remote attacker with a valid

read-only community string could exploit this to enumerate usernames and
passwords, which could lead to administrative access to the device.
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https://zhiliao.h3c.com/questions/catesDis/425
https://zhiliao.h3c.com/User/other/388
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